
 
Privacy Policy 

1. Introduction and objective 

In this Privacy Policy, ‘OZP’, ‘we’, ‘us’, and ‘our’ means OZ PREMIUM FINANCE PTY LTD ABN 55 
666 232 319 and/or OZ PREMIUM NOMINEES PTY LTD ACN 670 307 543 as trustee of OZ 
PREMIUM FUNDING TRUST ABN 91 544 188 182. 

OZP takes its obligations to collect, use, protect and disclose Personal Information seriously. This 
Privacy Policy sets out how we collect, store, use and disclose your Personal Information (including 
sensitive information) in accordance with the terms below, and applicable Privacy Laws (defined as 
laws including the Australian Privacy Principles set out in the Privacy Act 1988 (Cth).  

OZP is committed to providing quality services to you and this policy outlines our ongoing obligations 
to you in respect of how we manage your Personal Information. 

We have adopted the Australian Privacy Principles contained in the Privacy Act 1988 (Cth). These 
principles govern the way in which we collect, use, disclose, store, secure and dispose of your 
Personal Information. 

A copy of the Australian Privacy Principles may be obtained from the website of The Office of the 
Australian Information Commissioner at www.oaic.gov.au. 

2. What is Personal Information? 

‘Personal Information’ is information or an opinion about an identified individual, or an individual 
who is reasonably identifiable whether the information or opinion is: 

 true or not; and 

 recorded in a material form or not. 

Examples of Personal Information we collect include: names, addresses, email addresses, phone 
and facsimile numbers. 

This Personal Information is obtained in many ways including interviews, correspondence, by 
telephone and facsimile, by email, from media and publications, from other publicly available sources 
and from third parties. We don’t guarantee website links or policies of authorised third parties. 

3. Personal Information we collect 

Credit application information 

We collect information from our customers, prospective customers, brokers, introducers, service 
providers and the people who represent the businesses we deal with. The type of Personal 
Information we collect and hold may vary depending on the nature of our interactions with you. For 
example, OZP would collect and hold financial information, credit-related information, identification 
information, transaction / repayment history information, banking details and employment information 
about you. 

In order to satisfy our legal obligations, we may need to retain your information after a transaction or 
a relationship has ended. However, we will not retain your identifiable Personal Information longer 
than is reasonably necessary and permitted. 

  



 

Employment information 

We collect Personal Information from people who submit applications or register interest for 
employment with OZP. We may also collect Personal Information from potential contractors and 
consultants. Once submitted, we will use your Personal Information for the following purposes: 

 to assess and administer your application for employment in accordance with our standard 
recruitment practices, including conducting psychometric testing and reference checks; 

 to assess and administer your application for engagement as a contractor or consultant to 
communicate with you in relation to your application; and 

 to monitor and review our staff sourcing practices. 

If your application is unsuccessful, we may retain your information on file in case a more appropriate 
opportunity becomes available. You are free to contact us if you do not wish for us to retain your 
information. If your application is successful, we may use your information for various purposes 
including the administration, supervision and management of your employment or engagement and 
the support and development of OZP’s business activities. 

4. Purpose of using your Personal Information 

As a premium funding provider, a major purpose for which we hold, use or disclose Personal 
Information is to assess credit applications, hardship applications, insurance agreements and claims, 
to manage credit (servicing and collections activity), for planning, product and service development, 
for research purposes and to analyse the risk profiles of our customers or potential customers. 

We collect, hold, use and disclose your Personal Information to manage and administer the products 
and/or services we provide, whether they are to individuals or businesses. You may be a customer, 
contractor, partner or party with whom we do or have done business, or may do business in the 
future. 

In addition, we also collect, hold, use and disclose credit information and credit eligibility information 
about you for purposes reasonably necessary for our business activities and consistently with the 
requirements in the Australian Privacy Principles as permitted by law. These purposes include but 
aren’t limited to: 

 assessing credit applications; 

 internal management purposes, including risk management, credit scoring and portfolio 
analysis; 

 assist in the collection of overdue payments; 

 help prevent defaults and deal with financial hardship; 

 participate in the credit reporting system; 

 undertake securitisation activities and debt assignments; 

 deal with complaints and legal proceedings; 

 meet our legal and regulatory requirements (such as reporting matters to regulators or 
enforcement bodies when authorised or required by law); 

 organisations who purchase our debt and to whom we assign our debt; and 

 organisations wishing to acquire an interest in any part of our business (including our 
receivables) for assessing or implementing any such acquisition.. 

  



 

In addition, the handling of Personal Information serves certain business purposes of OZP, for 
example: 

 to fulfil contracts with OZP clients, e.g. the publication of contact details of a staff member as 
the contact person for the client; or 

 to submit proposals to potential OZP clients, e.g. the initiation of contracts; or 

 to promote OZP. 

Restrictions apply under the Australian Privacy Principles in relation to the circumstances and 
purposes for which such information may be used or disclosed and we comply with these 
restrictions. For example, in general, credit eligibility information may not be disclosed unless the 
recipient is a credit provider and restrictions apply on the use of credit eligibility information for direct 
marketing. 

5. How we collect your Personal Information 

Wherever it is possible and practical to do so, we will collect Personal Information directly from you. 
This may be in person, over the telephone, by email, over the internet, by email or fax, or by 
completion of a form (such as an application form). 

We may also collect your Personal Information from a third party including an insurance broker or a 
third party with whom we have an arrangement, partnership or joint venture. The type of third party 
who might provide information to us will vary depending on the nature of the business and interaction 
with you. For example, we may collect credit information and credit eligibility information from a credit 
reporting body for the purpose of a hardship application or insurance claim. 

When we provide credit, third parties could include a credit reporting body or a trade credit insurance 
provider. 

While this is not an exhaustive list, we may obtain your Personal Information from other third parties 
which could include. 

 an introducer such as a broker or agent; 

 someone authorised to act on your behalf (e.g. financial advisor, executor, administrator, 
trustee, guardian, attorney, accountant or consumer advocate); 

 research agencies; 

 third party service providers and / or suppliers; or 

 one or more of our related companies. 

For statistical purposes, we collect information on website activity such as the number of users who 
visit our websites, the date and time of visits, the number of pages viewed, navigation patterns, what 
country and what systems users have used to access the site and, when entering one of our 
websites from another website, the address of that website. This information is obtained through the 
use of 'cookies' (refer below for more information about 'cookies'). 

Our websites may also contain links to other websites. While these links are provided for 
convenience, if you are navigating these sites please be aware that the information handling 
practices of the linked websites may differ from ours. While we try to link only to sites that share our 
high standards and respect for privacy, we are not able to guarantee the privacy practices of other 
websites. 

  



 

6. Dealing with Personal Information 

We understand the importance of protecting the Personal Information we hold about you. We take 
steps to ensure your Personal Information is free from misuse, interference, loss, unauthorised 
access or modification by: 

 securing Personal Information in electronic form; 

 enforcing a clean desk policy within all physical offices; 

 staff education around the importance of privacy and data security; and 

 protecting our systems with appropriate technology solutions. 

7. Why we collect Personal Information 

We collect your Personal Information for the primary purpose of providing our services to you, 
providing information to our clients and marketing. We may also use your Personal Information for 
secondary purposes closely related to the primary purpose, in circumstances where you would 
reasonably expect such use or disclosure. You may unsubscribe from our mailing/marketing lists at 
any time by contacting us in writing. 

When we collect Personal Information we will, where appropriate and where possible, explain to you 
why we are collecting the information and how we plan to use it. 

8. Recording further information collected 

We will record the information collected and, where applicable, obtain further information to avoid any 
ambiguities, inconsistencies and irregularities. All relevant inquiries raised, information collected, and 
amendments made will be undertaken by us with the strictest confidence. 

9. Sensitive Information 

‘Sensitive Information’ is defined in the Australian Privacy Principles to include information or 
opinion about such things as: 

 personal information about an individual's racial or ethnic origin, political opinions, 
membership of a political association, religious beliefs or affiliations, philosophical beliefs, 
membership of a trade union or other professional body, sexual orientation or practices or 
criminal record; and 

 health information about an individual.  

Sensitive Information will be used by us only: 

 for the primary purpose for which it was obtained; 

 for a secondary purpose that is directly related to the primary purpose; or 

 with your consent; or where required or authorised by law. 

10. Disclosure of your Personal Information 

Personal Information may also be disclosed to: 

 legal and other professional advisors engaged by OZP; 

 retirement, superannuation or pension plan administrators and related advisors; 

 external service providers such as insurers and/or brokers; and 



 

 clients or potential clients of OZP, in any location in connection with the operation of OZP’s 
business. These entities may be located in another jurisdiction, and Personal Information 
may be transferred to other jurisdictions with different data protection laws. 

To provide our products and services to our customers, from time to time we share Personal 
Information with our related bodies. 

In the case of disclosure to third parties, those entities will be under obligations to keep Personal 
Information secure and confidential and OZP will take reasonable steps to ensure compliance with 
those obligations. 

Your Personal Information may be disclosed in a number of circumstances including the following: 

 third parties where you consent to the use or disclosure; 

 where required or authorised by law; and 

 where disclosure is necessary to avoid endangering someone’s health and safety. 

11. Third parties 

Where reasonable and practicable to do so, we will collect your Personal Information only from you. 
However, in some circumstances we may be provided with information by third parties. In such a 
case we will take reasonable steps to ensure that you are made aware of the information provided to 
us by the third party. 

When a third party submits an application online, the information collected is compared with the 
details we may already have stored. This might include your name and address. 

12. Sharing of Personal Information 

We may also share Personal Information with other businesses who provide services to us and other 
third parties including: 

 introducers such as insurers and / or brokers; 

 other organisations as required or authorised by law, for example, government or regulatory 
bodies; 

 credit reporting bodies; 

 organisations through whom you choose to make payments to us; 

 organisations involved in our funding arrangements such as investors, advisers, trustees and 
rating agencies; and 

 organisations who purchase our debt and to whom we assign our debt. 

We require these businesses and our suppliers to comply with strict confidentiality requirements and 
the Privacy Act 1988 (Cth). 

13. Disclosing information overseas 

We use overseas service providers for some of our activities and may need to disclose Personal 
Information to those service providers. We may also disclose such information to other overseas 
recipients for the purposes listed above when permitted to do so by the Privacy Act 1988 (Cth). 

While we try to store your Personal Information locally, there may be times where our service 
providers are located outside of Australia. Where this happens, we always take proper steps to 
secure and protect your Personal Information, wherever it’s being stored. 

  



 

Further, we may share your Personal Information with overseas recipients in accordance with this 
Privacy Policy. Security of your Personal Information 

Compliance with the requirement to secure Personal Information in Australian Privacy Principles 11 
is key to minimising the risk of a data breach. This Privacy Principle requires entities to take 
reasonable steps to protect the Personal Information they hold from misuse, interference and loss, 
and from unauthorised access, modification or disclosure. The type of steps that are reasonable to 
protect information will depend on the circumstances of the entity and the risks associated with 
Personal Information handled by the entity. 

National Data Breach (‘NDB’) Scheme: 

The primary purpose of the NDB scheme is to ensure individuals are notified if their Personal 
Information is involved in a data breach that is likely to result in serious harm. This has a practical 
function: once notified about a data breach, individuals can take steps to reduce their risk of harm. 
For example, an individual can change passwords to compromised online accounts, and be alert to 
identity fraud or scams. The NDB scheme in Part IIIC of the Privacy Act 1988 (Cth) requires entities 
to notify affected individuals and the Office of the Australian Information Commissioner of certain 
data breaches. 

OZP has adequate controls in place to mitigate any data leakages and to ensure compliance with the 
scheme. 

Payment Card Industry Data Security Standard: 

The Payment Card Industry Data Security Standard (‘PCI DSS’) is relevant if an entity collects and 
stores credit card information through their website. The PCI DSS is a central standard, which 
governs the safe storage of credit card details, and acts as a means to limit fraud. The standard is 
not contained in the law in Australia, nor in other countries. However, credit card providers, like Visa 
and Mastercard, enforce compliance through their contracts. 

OZP has the controls to ensure that it adheres to the standard, and presently operates at a Tier 4 
level. 

14. Maintaining quality of your Personal Information 

It is an important to us that your Personal Information is up to date. We will take reasonable steps to 
make sure that your Personal Information is accurate, complete and up to date. If you find that the 
information we have is not up to date or is inaccurate, please advise us as soon as practicable so we 
can update our records and ensure we can continue to provide quality services to you. 

15. Destruction of Personal Information 

Under the Australian Privacy Principles: 

We are required to take reasonable steps to protect the information we hold from misuse and loss 
and from unauthorised access, modification or disclosure. 

We are required to take reasonable steps to destroy or permanently de-identify Personal Information 
if it is no longer needed. 

These principles apply to Personal Information regardless of when it was collected. 

16. Marketing 

Direct marketing 

Personal Information may be used or disclosed to advise you of products and services that may be of 
interest to you by means of direct marketing. 

  



 

If you do not want your Personal Information to be used for direct marketing purposes, please 
contact us so that we can action this request. This is referred to as "opting out" of direct marketing. 
You can "opt-out" of direct marketing using the details in the 'Contact us' section at the end of the 
Privacy Policy. 

eDataMailing (eDM) are sent from our internal email address. An excel spreadsheet of broker 
names, brokerage and email address is produced and sent as a bulk email to all required brokers. 
This is sent as a blind copy to their emails so others cannot view them.  

Advertisements 

From time to time, we place advertisements on other websites. This may involve installing a cookie 
on a computer when our advertisement is viewed. This simply allows us to keep track of how many 
unique visitors we have to our site and from what advertisements they entered. 

This then allows us to measure the effectiveness of different advertisements. The privacy policies of 
the websites which install the cookies should provide additional information about the use of cookies. 

To evaluate the effectiveness of our website advertising, we may use third parties to collect statistical 
data. No personal data is collected on these occasions. 

Some web traffic information is disclosed to Google Analytics when you visit our website. You can 
opt out of the collection of information via Google Analytics “opt out” browser add on. 

We use features known as social plug-ins for social networks such as LinkedIn. These are buttons 
such as the LinkedIn “Like” button 

For networking events for brokers, we only collect the broker’s name, phone number, email address 
and dietary requirements for networking events organised. The same information is obtained if the 
brokers request partners’ attendance. We do not request any information such as date of birth, home 
address as it is not relevant to the event. 

17. Credit-related information 

As part of obtaining credit with us, we may obtain credit-related information about you from credit 
reporting bodies. Credit-related information in this Privacy Policy includes: 

 credit information of the kinds relating primarily to your dealings with other credit providers 
(such as about credit applications you have made or credit that you hold with other credit 
providers). This information will typically have been provided by other credit providers or 
other third parties; and 

 credit eligibility information about you that credit reporting bodies derive from the information 
above, such as credit scores, risk ratings and other evaluations. 

Credit reporting bodies (‘CRB’) 

We access and disclose credit information to the following CRBs: 

 Equifax Australia 
Website: www.equifax.com.au 
Postal address: PO Box 964, North Sydney, NSW 2059 

 Creditor Watch 
Website: www.creditorwatch.com.au 
Postal address: GPO Box 276, Sydney, NSW, 2001 

 Illion (Australia) Pty Ltd  
Website:  www.illion.com.au 
Postal address: L 20 SE 1 201 Elizabeth Street, Sydney, NSW, 2000 

  



 

These CRBs are each required to have a policy which explains how they will manage your credit 
reporting information. If you would like to read the policies of these CRBs please visit their websites 
and follow the "Privacy" links, or you can contact them directly for further information. 

Collection, use and disclosure to CRB 

We may also disclose your credit information relating to your dealings with us to CRBs. Those CRBs 
may include that information in reports that they provide to other credit providers to assist them to 
assess your credit worthiness. 

For example, we will provide information that identifies you and about your application for credit when 
obtaining credit reporting information for the purposes of assessing that application. 

Should you fail to meet your payment obligations to us or commit a serious credit infringement in 
relation to credit provided by us, we may be entitled to disclose this information to credit reporting 
bodies. 

Victim of fraud 

You also have the right to request CRBs not to use or disclose your credit reporting information if you 
believe that you have been, or are likely to be, the victim of fraud (for example, you suspect someone 
is using your identity details to apply for credit). You must contact the CRBs directly should this be 
the case. 

18. Access and correction of Personal Information 

You are entitled to access the information we hold about you. Simple requests are best handled by 
contacting us directly: 

Oz Premium Finance Pty Ltd 
Website: www.ozpremiumfinance.com.au  
Email: info@ozpremiumfinance.com.au  
Postal address: 67 King William Road, Unley SA 5061 

More complex requests such as accessing the credit information we hold about you or obtaining 
copies of contractual or insurance policy documents may be better detailed in writing to ensure we 
fully understand and can respond accurately to your request. The 'Contact us' section at the end of 
this Privacy Policy contains details of the ways you can contact us. 

We will usually provide the information requested within 30 days of receiving your request. If there is 
a reason we are unable to agree to a request for access to your Personal Information we will advise 
you of this in writing. 

Some examples of why we may refuse a request for access include, where providing the information: 

 may pose a threat to the health or safety of an individual or the public; 

 may have an unreasonable impact on the privacy of another individual; 

 is not allowed by law; or 

 may reveal internal information relating to a commercially sensitive decision-making process. 

There is no charge to request access to your standard Personal Information. However, we may apply 
a reasonable administration fee for providing access to more complex information in accordance with 
your request. 

OZP aims to take all reasonable steps to ensure that Personal Information is accurate. An individual 
may ask for corrections if they feel information is inaccurate, outdated or incomplete. 

  



 

In addition, there will be some scenarios in which OZP will have no alternative but to process 
Personal Information to perform its legal obligations and its contractual obligations to you. 

19. Contact us 

The Privacy Officer 
Telephone: 1300 570 407  
Email: info@ozpremiumfinance.com.au  

Alternatively, you can contact us via: 

Oz Premium Finance Pty Ltd 
Postal address: 67 King William Road, Unley SA 5061 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

Oz Premium Finance Pty Ltd 

ABN: 55 666 232 319 

Call us on 1300 570 407 or email us at info@ozpremiumfinance.com.au 


